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(G($CA.E( ?C55 >H 
A coalition of 10 civil society organisations from across Eastern Europe monitored and analysed 
Kremlin-aligned disinformation in 12 countries from 20 February Ɖ 30 April 2023. The coalition 
encompassed Armenia, the Baltics (Russian language), Belarus, Bulgaria, Georgia, Hungary, 
Moldova, Poland, Slovakia, and Ukraine. This report presents findings from the project, both at 
the regional level and for each individual information environment. The insights have been 
produced with contributions  from the partici pating organisations in each country and the 
technological partner for the project, LetsData (Ukraine), as well as limited input from the  OIP 
team. 

Regional 
At the strategic level, the data collected across the monitored geography allows us to identify 
some common approaches employed by pro-Kremlin disinformation actors in different country 
contexts. In states with a noteworthy Russian-speaking population such as Estonia, Latvia, 
Lithuania, Moldova, and Ukraine, national governments are consistently lambasted for their 
JӃӃXzXT >Ä´´­°|­M N MX|JÆ ­Ä³ŵ Ç º| N³ º N ´ª´ ­ZºX« Xª°Ӄ­É «z º|X ż6JÊ ´Ž X° º|XºŸ .«
predominantly Orthodox states such as Belarus and Georgia, the Ukrainian government is 
regularly labelled as pagan, satanist, and a threat to Christians around the globe for its supposed 
crimes against the Church. Given the relatively high levels of trust the Church enjoys in these 
´ºJºX´ J«T º|X °X³ÆJ´ ÆX«X´´ ­Z «J³³Jº ÆX´ JNNÄ´ «z º|X FX´º ­Z º³É «z º­ TX´º³­É żº³JT º ­«JӃ
ÆJӃÄX´Žŵ ªX´´JzX´ ´ÄN| J´ º| ´ |JÆe significant potential to disrupt solidarity with Ukraine.  

In states with a relatively close geographic proximity to Russia or Ukraine such as Armenia, the 
Baltics, Georgia, and Moldova, pro-Kremlin actors focus on the threat of the war expanding, 
often linking this narrative to other content to ensure it pervades the information environment 
as extensively as possible. In cases such as Georgia and Moldova, democratic or pro-Western 
politicians are systematically accused of being pawns of global elites or the US who have been 
ºJ´¦XT Ç º| ­°X« «z J ż´XN­«T Z³­«ºŽ JzJ «´º >Ä´´ J Jº º|X XÈ°X«´X ­Z º|X ³ ­Ç« °X­°ӃXŸ 

The data also demonstrates the existence of a cross-border network of outlets, pages, and 
channels that serve to amplify pro -Kremlin narratives. This is most notable across the 
monitored Telegram channels as many of the countries included as part of this study have 
nascent or growing Telegram communities and usage. In some cases, such vectors suggest 
coordinated behaviour and the existence of an expanding disinformation architecture . In other 
cases, the vectors operate organically and are more selective in the content they amplify, 
suggesting that they are not consciously part of this architecture but still view a degree of 
alignment with the Kremlin or certain Kremlin-backed narratives as valuable for political or 
financial reasons. Across both these primary and secondary categories of actors, we can see 
the emergence of a regional Telegram network propagating either Kremlin -produced or 
Kremlin-aligned content into foreign information spaces. In particular, Bulgaria, Slovakia, 
Armenia, and Moldova have small but growing Telegram communities that, despite their size 
and short history, have a considerable number of connections with pro-Kremlin networks in 
Russia, Belarus, and Ukraine, as well as Russian-language Telegram channels in the Baltics. 

Even in those countries for which Telegram is not yet a major platform, we have observed 
evidence of its growing influence. In Moldova, we witnessed a spike in interest in pro-Kremlin 
content  after the government enforced a ban on Russian media in December 2022. In most 
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monitored countries , new channels were established throughout the research period and were 
continuing to grow their audiences at the end of this project . 

The data reveals a degree of consistency in the tactics of pro -Kremlin disinformation actors. 
These include the use of statements made by Western figures in disinformation content , often 
out of context or quoted selectively, to portray the West as being divided, corrupt, or nefarious. 
We also identified the use of fake official government or milit ary accounts, including the use 
of duplicate Ukrainian military accounts to strengthen the narrative that Russian victory was 
inevitable and sow confusion around a particular (often imaginary) event. Another common 
strategy is to either directly republish Kremlin-produced content, such as RT or Sputnik, or to 
translate it into the local language and publish it  as if it was produced domestically. Tactics such 
as these are underpinned by the ubiquitous practice of cross-posting and resharing content 
across the network, which serves as a mutually beneficial mechanism to amplify content and 
grow audiences. 

Where these approaches are not suitable to a specific context, the narratives purveyed by pro-
Kremlin actors revert to broader themes such as the decadence and immorality of the West, 
º|X ż|­´º Ӄ ºÉŽ ­Z T­ªX´º N °­Ӄ º N J«´ º­żº³JT º ­«JӃ ÆJӃÄX´Žŵand the idea that sanctions hurt 
the West more than Russia. The investment of more resources in Georgia than in Hungary, for 
example, and the extent to which disinformation content is localised to specific contexts 
reveals a degree of prioritisation, organisation, adaptation, and planning by pro-Kremlin actors, 
as well as a reasonable understanding of their audiences. Nevertheless, the presence of 
contradictory messaging and the crudeness of much of the disinformation content Ɖ not to 
mention the growing absurdity of claims of Russian victories on the battlefield (such as claims 
of the recent conquest of Bakhmut in every week of the reporting)  Ɖ reveals clear weaknesses 
and vulnerabilities in this pro-Kremlin network.  

Country -specific 
Armenia: Pro-Kremlin actors in Armenia focused on linking support for Ukraine to the risk of 
renewed conflict with Azerbaijan. In some instances, narratives stressed that distancing 
Armenia from Russia would leave the country  vulnerable. In more extreme cases pro-Kremlin 
actors attempted to draw a connection between the Ukrainian counter -offensive and the 
­°X« «z ­Z J żSecond frontŽ JzJ «´º >Ä´´ JƉ supposedly orchestrated by global elites, the USA, 
or the West , and manifested by an attack on Armenia by Azerbaijan. 

Baltics (Russian language): In the Russian language information environment spanning Estonia, 
Latvia, and Lithuania, most of the content produced and promoted by pro -Kremlin actors 
focused on two areas: the supposed persecution of Russian-speaking communities in each 
country , ­³ º|X ż6JÊ ´ªŽ ­Z X º|X³ º|X #JӃº N z­ÆX³«ªX«º´ŵ º|X C¦³J « J« z­ÆX³«ªX«ºŵ ­³  «TXXT
º|X żN­ӃӃXNº ÆX FX´ºŽŸ .«ºX³X´º «zӃÉŵ «J³³Jº ÆX´ JººXª°º «z º­ T ´N³XT º C¦³J « J« ³XZÄzXX´ ÇX³X
not detected in the outputs  of the monitored channels. 

Belarus: We expectedly found a dense, interconnected network of disinformation actors in 
Belarus selectively echoing Kremlin narratives that focus on presenting the West as being 
divided and in chaos, while Belarus remains peaceful and in order. In addition, narratives aimed 
at discrediting Ukraine  are amplified, with a particular focus on the supposed persecution of 
Orthodox Christians and Nazism of the Ukrainian government. 

Bulgaria: Pro-Kremlin actors in Bulgaria remained focused on attempting to discredit the 
Ukrainian government  with allegations of Nazism, incompetence, or having no regard for 
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human life. These narratives intersected with ongoing efforts to portray Bulgaria as being at 
risk of being dragged into the War  in Ukraine at the behest of nefarious Western powers. 
Following the parliamentary elections of April 2023, pro -Kremlin actors renewed their efforts 
to discredit the West and Western media. 

Georgia: Pro-Kremlin actors in Georgia focused on three key topics throughout the monitoring 
period: 1) the risk of the war expanding  ­³ º|X ­°X« «z ­Z J ż´XN­«T Z³­«ºŽ JzJ «´º >Ä´´ J MÉ
the opposition, independent media, and civil society, which are labelled as puppets of the West; 
2) allegations that the West is interfering  in Georgian issues, which became particularly salient 
during the protests against the Foreign Agents bill; and 3) ongoing efforts to discredit the 
Ukrainian government , with a particular focus on the supposed persecution of Orthodox 
Christians.  

Hungary: The dominance of government-affiliated media in Hungary and its sympathetic 
coverage of pro-Kremlin narratives means there is little need for a directly Kremlin-backed 
disinformation architecture in the country and leaves many narratives completely unchecked. 
In contrast to other countries of this study, l ittle evidence was found of an emerging, influential 
Telegram network. In this context, pro-Kremlin actors focus on portraying the West as forcing 
its ideology on states such as Hungary at the expense of traditional values  and the Ukrainian 
government as persecuting Christians and national minorities , including Hungarian citizens of 
Ukraine. 

Moldova: Narratives concerning energy dominated the Moldovan information environment 
throughout winter bu t tapered off during the initial weeks of monitoring and eventually ended 
in March. In their place, pro-Kremlin actors redirected their messaging to centre on the risk of 
the war spreading, attempts to discredit the Ukrainian government , and accusations that the 
Moldovan government is Russophobic and a pawn of the West . We also found evidence that 
Telegram use increased considerably after a government ban on pro-Russian media came into 
force in December 2022. 

Poland: Much of the network that were monitored in Poland has evolved from anti-vaccine 
channels that have now demonstrably shifted their focus to amplifying pro -Kremlin narratives 
about Ukraine. These largely focus on discrediting Ukraine , usually by linking current affairs 
with actors and events of th e Second World War such as the Volhynia massacre. In addition, 
the provision of aid to Ukraine is linked to the risk of the war expanding . 

Ukraine: Telegram channels in Ukraine represent a well-established network that is connected 
to pro -Kremlin sources. This network amplifies narratives that are largely concentrated on 
portraying battlefield events as Russian victories , discrediting the Ukrainian government , 
arguing that the West is exploiting Ukraine  for its own interests, or highlighting the risk of the  
war escalating Ɖ the latter case primarily concerns a nuclear catastrophe. 
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This report provides an overview of nine weeks of monitoring of pro -Kremlin disinformation 
channels conducted by a coalition of 10 member organisations of the Open Information 
Partnership (OIP) across 12 countries in Eastern Europe: Armenia, Belarus, Bulgaria, Estonia, 
Georgia, Hungary, Latvia, Lithuania, Moldova, Poland, Slovakia, and Ukraine. The participating 
organisations systematically collected and analysed data from select lists of known 
disinformation channels in each country, with a focus on online news portals, Telegram groups, 
and, in some instances, Facebook pages. 

For the purposes of this report, disinformation is defined as:  

¶ False or misleading information spread deliberately via Kremlin-backed or Kremlin-
aligned outlets. 

¶ Not -attributable, false, or misleading information which fits with existing pro -Kremlin 
narratives, aims or activities. 

¶ Content based on verifiable information which is unbalanced or skewed, amplifies, or 
exaggerates certain elements for effect, or uses emotive or inflammatory language to 
achieve effects which fit within existing Kremlin narratives, aims, or activities. 

¶ For the purposes of this report, disinformation also can be spread either organically 
through human ignorance and uncertainty or through poor journalistic standards, as 
long as the narrative in question verifiably originates with Kremlin-backed or Kremlin-
aligned sources. 

The monitoring data have been provided by OIP technical partner LetsData. They are drawn 
from 200 pro -Russian sources, which include five media outlets and 15 Telegram channels. 
These channels and outlets were selected OIP groups, based on their local expertise and 
knowledge of national disinformation landscapes.  

The aim of the project was to provide timely insights to a broad range of stakeholders (including 
partner governments, civil society organisations, journalists, and researchers) on the latest 
developments and emerging trends in pro-Kremlin disinformation channels. In addition to 
assessing the evolution of disinformation narratives and sub-narratives, the participating 
organisations provided expert analysis of the key Pro-Kremlin actors in each country , the 
tactics, and strategies that they employ, and the goals they pursue.  

This country-specific analysis is supplemented with  analysis by the OIP team and the technical 
partner on the project, LetsData, each of whom have a unique regional perspective. These 
analyses provide an important contribution to our understanding of how pro -Kremlin 
disinformation spreads across the targeted geography, and aims to inform strategic 
communications, policy development, and media coverage across the covered region. 

If you have any questions about data cited in this report, please contact info@letsdata.net 
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METHODOLOGY 
 

 

 
 
 
 
 
 
 
 
 
 

 

 

 

  

 

This methodology aims to capture the growing influence of Telegram as a key 
disinformation platform while maintaining insights from Facebook for countries in which  it 
remains a dominant platform and Telegram is nascent. The study evaluates five media 
outlets and 15 Telegram channels for most countries; however, there are exceptions to 
this split. One example is Ukraine, in which, given that Telegram is a primary information 
sharing platform, there are an additional five Telegram channels representing media outlets 
in place of web portals. 

¶ Armenia, Baltics (Russian-speaking sources in Estonia, Latvia, Lithuania), Belarus, 
Bulgaria, Poland, Moldova, Ukraine: Analysis of Telegram and media outlets. 

¶ Georgia, Hungary, Slovakia: Analysis of Telegram, media outlets, and Facebook. 

Each Working Group member nominated the ³ N­Ä«º³ÉŻ´ selected sources based on their 
own assessment of the channels likely to share pro-Russian messages and their collective 
representativeness of each respective ecosystem. Given the significant variation in scope 
and reach of the Telegram networks in each country, in combination with the variation of 
additional monitored sources, the limit of 20 sources per country was enforced to allow 
greater comparability between countries. This allows us to draw comparative conclusions 
about the richness of each national Telegram network  and the degree to which these 
national networks interlink with each other and the domestic Russian information space.  

The research and analysis of the Ukraine War Disinformation Working group aims to  
answer the following questions:  

1. Which pro-Russian malign narratives about Ukraine are prevalent in each country's 
online discourse? 

2. What vulnerabilities are exploited by manipulative information and malign narratives 
about Ukraine? 

3. How do Telegram channels at local and interregional levels interact and propagate 
Russian malign narratives? 

 

12 
COUNTRIES 

 
200 

PRO-RUSSIAN 
SOURCES 

20 FEB- 23 APR 
2023 
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A weekly keyword search was run in each country against these lists of channels, pages 
and portals and samples of 50 posts were collected. These samples were selected based 
on two criteria: the first is source type, with 70% of posts coming from Telegram (or 35% 
Telegram and 35% Facebook) and 30% from web portals. The second is the number of 
views, with half of the posts from each source (media outlet, Telegram, and Facebook) 
having the highest number of views overall that week. The other half of the sample in each 
category was randomised in order to  diversify the content and increase the capacity to 
identify germinating pro -Russian narratives. These posts were then coded according to a 
set list of primary narratives and an evolving list of secondary narratives. For this report, 
overall insights (i.e. not those found in the country -specific sections) are based on the total 
dataset collected and analysed by LetsData rather than these weekly 50 post samples.  

LetsData adheres strictly to privacy and security principles, using only publicly accessible 
data. The data was prepared and processed using Python, with libraries like spaCy, Torch, 
and Scikit-Learn. Techniques from Natural Language Processing were applied to identify 
discourse patterns, and the text-processing approach employed content and network 
analysis, including topic modelling and narrative dynamics. 

Disclaimer: The phrase "the West" is used throughout to showcase the language of pro-Russian 
sources, however, we encourage you not to use it outside of the context of describing malign 
information influence. This may fuel the narrative that the so-NJӁӁXT źN­ӁӁXNº ÆX FX´ºŻ XÈX³º´
undue control over Ukraine. We recommend specificity:  Europe, the EU, the US, NATO. 
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KEY GOALS OF PRO-RUSSIAN INFORMATION 
MANIPULATION AND INFLUENCE IN EUROPE 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 

 
 

  

INSERT TEXT  

To reach these goals, Russia utilises various messages united by their roots in shared primary 
narratives, but with specific hyperlocal adaptations. Here is a detailed outline of some of the most 
prevalent narratives and messages across all 12 countries, reframing support for Ukraine as a malign 
influence and fuelling anti-democratic conspiracies: 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fuelling Distrust  

Reframing Support 
for Ukraine as 

Malign Influence 

0Ä´º ZÉ «z >Ä´´ JŻ´
Actions 

Pro-Russian sources continually strive to present themselves as "alternative 

perspectives", systematically driving a wedge between audiences and 

reputable sources and institutions. This tactic exacerbates media and 

informational echo chambers and intensifies confusion, uncertainty, and 

misinformation. 

Russian malign narratives consistently depict any support for Ukraine as an 

outcome of external governance or influence, particularly from "the West" , or 

pro-war. This tactic attempts to undermine the legitimacy of pro-Ukrainian 

movements and narratives by implying that they are foreign-funded or 

controlled or support military escalation and expansion of the war. 
 

Pro-Russian sources work towards creating empathy for Russia, its citizens, 

and its army. By portraying Russia and its people as victims and linking their 

actions to their historical role in countering Nazism, these sources aim to 

justify Russia's actions in the war against Ukraine.  
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KEY INTERNATIONAL EVENTS 
 

During the monitoring period, we discovered 14 key events or discussions concerning Ukraine 
that were utilised by the monitored pro -Russian sources in five or more countries across the 
entire geography as the basis of malign information campaigns. 

Follow this link for a more detailed version of the treemap below featuring by-country indication of 
prevalence. A treemap is a diagram representing hierarchical data in the form of nested rectangles, 
with the area of each rectangle corresponding to its quantitative value. 

 

 

 

 

https://public.flourish.studio/visualisation/13885399/
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ACTORS 
Throughout the monitoring period, four  key types of actors have been identified across the 
monitored geography as being sources of pro-Russian disinformation : 1) actors that are directly 
controlled by Russian intelligence-related entities ; 2) channels that are directly linked to 
Russian media outlets; 3) channels that are controlled by local supporters of Russia in each 
country ; and 4) channels controlled by local far-right forces . These actors are active across 
Telegram (the primary medium assessed in this project) in addition to anonymous online portals 
and, in some cases, Facebook. 

 

Why Telegram? 
Telegram has been chosen as the primary focus of this study because the platform has seen a 
steady rise in popularity and has had a key informational role across the monitored  region. In 
Ukraine specifically, the average time spent on the platform has surged from five to 40 minutes 
per day since the start of the Russian full-scale invasion, and has often  been the most easily 
available - if not the only - source of information  for people in C¦³J «XŻ´ temporarily occupied 
territories . Besides Ukraine, Telegram has also had a key role in the distribution of information 
in other countries , particularly Belarus and Russia itself, and has become one of the channels 
of communication most actively used by Russian and pro-Russian actors of all kinds to 
propagate disinformation, including state institutions, political figures, state-backed journalists, 
and influential fringe voices such as military bloggers and far-right agitators. This was 
particularly evident during the COVID -19 pandemic and has continued to evolve throughout 
the Russian invasion of Ukraine.  

In countries like Armenia and Moldova, Telegram is among the top-ten messaging applications, 
and it continues to be actively used in other countries including Bulgaria, Poland and Slovakia 
to spread disinformation about Ukraine. F| ӃX  ºŻ´  ª°­³ºJ«º º­ «­ºX º|Jº º|X °ӃJºZ­³ªŻ´ ӃXÆXӃ
of popularity varies between different countries and should not be considered t he sole source 
of disinformation (In Hungary, for example, Viber remains popular among the public and pro-
governmental media outlets are known to spread disinformation narratives across the country 
using traditional online platforms, but was outside the scope of this research), Telegram has 
indeed become a hub for the dissemination of malign narratives and manipulative information 
across the monitored geography. Its influential role in the information environment is likely to 
grow. 

 

Links to Russian intelligence 
Results from this monitoring have revealed that a substantial number of Telegram channels 
promoting malign narratives about Ukraine and the democratic world are anonymous . A lack 
of formal affiliation with a certain individual or political party creates op portunities to attract 
new audiences that may be inclined to mistrust different forms of żº|X X´ºJMӃ ´|ªX«ºŽ J«T ´XX¦
żJӃºX³«Jº ÆXŽ sources of information. This dynamic is part of the success behind channels like 
ż2Xz º ª«ÉŽ J«T ż>X´ TX«ºŽ  «Ukraine. Both channels heavily rely ­« ż «´ z|º´ J«T ´­Ä³NX´ that 
are NӃ­´X º­ º|X z­ÆX³«ªX«ºŽ º­convey feelings of exclusivity  and legitimacy to their audiences. 
While they claim to żÄ«N­ÆX³Ž º|X  «ºX³«JӃworkings of political dynamics, the cynicism and 
pragmatism they use to develop communications often act as a façade for promoting malign 
narratives that specifically C¦³J «XŻ´ ª Ӄ ºJ³É J«T °­Ӄ º NJӃ ӃXJTX³´| ° º­ N³XJºX ZÄ³º|X³  «´ºJM Ӄ ºÉ

https://www.theatlantic.com/technology/archive/2023/06/telegram-app-encrypted-messaging-russia/674558/
https://www.france24.com/en/live-news/20230621-in-east-ukraine-people-turn-to-telegram-for-war-news
https://www.similarweb.com/blog/research/market-research/worldwide-messaging-apps/
https://www.isdglobal.org/digital_dispatches/a-false-picture-for-many-audiences-how-russian-language-pro-kremlin-telegram-channels-spread-propaganda-and-disinformation-about-refugees-from-ukraine/
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within the country.  Both channels were cited on a list of Telegram channels that the Security 
Service of Ukraine believes to be run directly by the intelligence authorities of the Russian 
Federation. These constitute a substantial challenge to local information security, as they form 
a network with other Russian and pro-Russian channels Ɖ such as that owned by Ukrainian 
pro-Russian blogger Anatolii Shariy. Use of anonymity has also been found in similar, Russian-
backed and pro-Russian channels in other countries such as Belarus and 5­ӃT­ÆJ Ǝ ŸXŸ ż+X«  
1J³°JºŽƏŸ Further research and investigations should attempt to identify evidence of similarly 
direct involvement of Russian intelligence or soft-power networks in anonymous Telegram 
activity  beyond Ukraine and Belarus.  

 

Links to Russian media 
Another important type of actor that was explored through this research includes channels 
that are directly  linked to Russian media outlets promoting disinformation . Examples of these 
include ż6XÇ´*³­«º +X­³z JŽ (a local branch of the FSB-run ż6XÇ´*³­«ºŽ º|Jº |J´ MXX« JNº ÆXӃÉ
spreading malign narratives since 2014) and ż>Ä#JӃº NŽ, (a Russian outlet operating in Latvia, 
Lithuania, and Estonia Ɖ which activity has limited by local legislation). Like other sources of 
Russian disinformation banned in certain countries, theyŻÆX shifted their presence to Telegram 
to remain in touch with their audience , often after having their activity via web portals or 
Facebook pages restricted. 

 

Local supporters of Russia 
Given they are foreign sources that are explicitly  directly affiliated with Russia, th is second 
category, however, may be argued to have more difficulties  recruit ing new followers and 
supporters, particularly after the start of the full -scale invasion of Ukraine. As the public 
perception of Russia grows increasingly negative in 2023, the significance of local proxies in 
promoting Kremlin messaging continues to increase. This third category of actors has been 
categorised as local supporters of Russia, and usually manifested in the form of  politicians and 
oligarchs that have close business connections with Russia and enjoy political influence back 
at home. This group is evident, for example, in Moldova, where the former president Igor 
Dodon and actors linked to him actively attempt to regain power Ɖ &­T­«Ż´ colleague Bogdan 
∕ ³TXJ MX «z Jª­«z º|X ª­´º Æ ´ MӃX °³X´X«º °³­-Russian actors in the local information 
environment. Georgia is also substantially exposed to the influence of this group, where the 
³ÄӃ «z ż+X­³z J« &³XJªŽ °J³ºÉ JӃ­«z Ç º| º|X ż;X­°ӃXŻ´ ;­ÇX³Ž ª­ÆXªX«º |J´ ÇXJ°­« sed 
much of the Russian messaging for the internal use. 

 

Far-right organisations  
This similar tactic is often  used by local far-right organisations, however it should be noted 
that  distinguishing between these groups and local supporters of Russia is not always possible. 
Lines are particularly blurred in Hungary, where the pro-government media actively utilises 
anti-Western narratives that constitute a substantial part of Russian disinformation system. 
Given the increasing alignment between Budapest and Moscow, the amount of anti-Ukrainian 
messages disseminated by media affiliated with the government does not come as a surprise. 
In Poland and Slovakia, however, the °ÄMӃ NŻ´ attitude towards Russia is more negative, and 
local far-right actors usually cannot be considered to be consistently pro-Russian. In situations 

https://imi.org.ua/en/news/sbu-named-telegram-channels-coordinated-by-russia-s-special-services-i44524
https://home.treasury.gov/news/press-releases/jy0126
https://www.pewresearch.org/global/2022/06/22/ratings-for-russia-drop-to-record-lows/
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akin to this, radical forces were observed targeting Ukrainian refugees, presenting them as a 
threat to national security and campaigning for an end to sanctions - relying on economic and 
social populism in order to boost support among the electorate. 

It should be noted that the suggested categorisation of actors outlined above is flexible. While 
some of the actors disseminating Russian narratives are explicitly  tasked to do so by 
organisations directly linked to the Kremlin (the first two groups), others (the last two groups) 
more often exploit and recycle the pro -Russian talking points in order to further  their own 
agendas. This facilitates the formation of situational partnerships and networks that are based 
on mutual interest: Russian sources receive an opportunity to expand their audience by proxy, 
while the local supporters and especially the far-right actors get a tool for domestic political 
promotion. Such partnerships, as well as the direct links between the local actors and the 
Russian intelligence services, should be a point of interest for the domestic security agencies Ɖ 
despite acknowledging the fact that interna l situation in Hungary and Georgia undermines the 
possibility of constructive threat mitigation in the near future.  
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PRO-RUSSIAN TELEGRAM CHANNELS 
 
 

 
 

 
 
 
 
The identified connections can be classified into three types based on the density of network 
connections and the size of their clusters. 

 

 

 

 

 

¶ 57% of posts shared across digital borders concern Ukraine. This frequency indicates 
that the war against Ukraine is a unifying topic connecting pro-Russian Telegram 
channels at intra- and inter-country levels. This hints at coordination within Telegram 
channels across countries, primarily in the Russian language. 

¶ Instances of similar messages being shared between channels from different countries 
also suggest a coordinated effort. Topics such as "Ukrainian terrorists," the "Kiev 
regime," alleged "provocations" in Transnistria and Russia, and accusations of the 
Ukrainian army attacking civilians are among the most prevalent. 

¶ There is a unique content track aimed at discrediting Ukraine through supposed 
"Western" actors circulating on intra - and inter-country levels. This includes narratives 
like Elon Musk allegedly banning Starlink terminals for Ukrainian drones, Italian 
journalist Vittorio Rangeloni's claims of Ukrainian attacks on residential buildings, and 
"American sources" reporting a missile strike on a NATO control centre in Kyiv. 

¶ While the overarching network is divided into country -specific networks, the ties 
binding these country -specific networks  can be weak in some cases, as observed in 
Moldova, Ukraine, and Georgia. 

¶ Most country networks feature at least one high -subscriber centre  (e.g., Ukraina.ru or 
Open Ukraine) that acts as a hub, connecting local pro-Russian accounts and promoting 
Russian ones. In some instances, the accounts of opinion leaders and "experts" can act 
as connectors within the country -specific network. 

¶ Separate from the main cluster, Georgian and Hungarian Telegram channels form 
distinct networks , with Polish accounts also showing less connectivity. Sputnik's 
regional channels, especially those targeting Georgia, appear somewhat isolated from 
the main cluster. 

  

Networks of pro -Russian Telegram channels form a tightly interconnected cluster across 
numerous countries (. These networks are bridged through influential Russian channels, 
like RT, TASS, RIA, as well as significant local channels, such as Ukraine.ru, Open Ukraine, 
Azarenok, STV, Bulgaria Z, Khroniki Armenii, Antifashysty Pribaltiki, Moldavskaya 
Politika, etc. This cross-border network  serves as a vehicle for the coordinated  
dissemination of pro -Russian rhetoric on an international scale. 

Large pro-Russian 
networks 

Ukraine, Belarus 

Medium-sized networks 
with potential for 

growth  

Baltic states, Armenia, Bulgaria, 
and Moldova 

Small, poorly 
connected networks  

Hungary, Poland, Georgia, 
and Slovakia 



 

 17 

 






























































































































































































































